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Our mission is to:

empower an 
inclusive, diverse 
community of 
learners to innovate 
and thrive as global 
citizens.



OUR GOALS &
STRATEGIES

This presentation falls under the:

1. Student Achievement Goal

2. Family & Community Goal

3. Learning Environment Goal

4. High-Quality Staff Goal

5. Stewardship of Resources Goal



Digital Safety
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DIGITAL SAFETY - CULTURE

Cultivate a culture of safety in a dynamic digital landscape of 
people, procedures, and platforms

● Digital citizenship and literacy for students
○ Digital Internet License (onboarding)
○ Digital citizenship week
○ Collaboration with Tech staff, LMC, AHPD

● Staff professional learning
● Ongoing review of procedures and access
● Limited use of Personal Identifiable Information (PII) PAGE #2



DIGITAL SAFETY - CULTURE

Acceptable Use and Access to Network Procedures
 
● Intended use
● Examples of un/acceptable use
● Network etiquette
● Internet safety
● Device use guidelines
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DIGITAL SAFETY - NETWORK

Overall Network Security 

● Network monitoring tools
● Activity detection and event logs
● Coordination of services
● Robustness of equipment
● Regular software updates and patches

PAGE #4



DIGITAL SAFETY - DEVICE

Device settings

● Internet filter applied to device at all times
● Google SafeSearch enabled
● Notifications of inappropriate or threatening content
● Search, email, and messaging logged
● Active proctoring by staff
● Two-factor authentication for staff
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DIGITAL SAFETY - PLATFORM

Digital platform management

● Application form and approval of applications
● Data-sharing agreements with vendors (as applicable)
● Identification of core and supplemental tech tools
● Control of installations through MDM and self-service
● Database of active applications
● Utilization of Vendor Assessment Tool
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QUESTIONS?


